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The article by Aaron Mauro goes about new cybersecurity threats during the
coronavirus pandemic. The author claims that people now working from home will
soon become a target for hackers.

According to the author, in the coming months, many of us will be subject to
a range of cybersecurity threats, such as all-too-common phishing attacks. Phishing
campaigns use email to coerce a user into inadvertently helping an attacker by
clicking a misdirected link, downloading a malicious file or entering log-in
credentials. The article gives an accurate description of how to protect yourself
from this type of cyberattack.

The author focuses on increasing number of ransomware attacks on hospitals
and labs working on coronavirus. Thus, all institutions, including hospitals and
public health organizations, should have recent back-ups that would allow them to
rapidly restore services in the event of a ransomware attack.

The main idea of article is that the people who work from home, medical
workers and customary user should pay more attention to network security.

The author concludes that COVID-19 represents an opportunity to build better
digital infrastructure .

Ykp.

VY crarti Aapora Maypo po3noBiAa€eThCs PO HOBI 3arpo3u KidbepOesmerti, ki
BUHUKAIOTh MiJ Yac MaHaeMii KOpOHaBipycy. ABTOp CTBEPIKYE, IO JIIOIU, SIKi
3apa3 MpaIoTh BAOMA, He3a0apoM CTaHyTh MIIICHHIO JJIs XaKepiB.

3a cioBamMu aBTOpa, y HAHOMMKY1 MICsIl 0araThboM 3 Hac OyJie 3arpoKyBaTh
TN psaa 3arpo3 KidepOes3nekw, TaKuX sIK MOMmUpeHi (imuHr-aTaku. OImmuHr-
KaMMaHii BUKOPUCTOBYIOTH €IIEKTPOHHY TIOMITY, HJsi TOTO 100 TPUMYCUTHU
KOpPUCTYBaua HEHAaBMHCHO JIOTIOMOTTH  3JIOBMHCHHKY, HAaTHCHYBIIM  Ha
HEIMpaBWIbHE TOCWIAHHS, 3aBAHTAKUBIIW IIKIIIUBHA ¢ain ado BBIBIIA BIacHI
0OJIIKOBI JIaHi /ISl BXOAY. Y CTaTTi MOJAAHO JIETAJIBHUM OIHUC TOTO, SK 3aXUCTUTH
cebe Bix moai0HOTO THITY KibepaTaky.

ABTOp aKIIEHTY€E yBary Ha 30UIbIIEHHI KUJTbKOCT1 HamajiB MporpaM-BuMaradinb
Ha JIIKapH1 Ta JJabopaTopii, 1110 NPalo0Th HaJ KOPOHaBIpycoM. TakuM YMHOM, yCi
YCTaHOBH, BKJIIOYAIOUM JIIKAPHI Ta TPOMAJCHKI OpraHizalii OXOpOHHU 370pOB's,
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MOBUHHI MaTU pE3epBHI Komii, SKI JO3BOJATH iM IIBUJKO BIJIHOBUTH
oOcyroByBaHHs y pa3l Hamajay nporpaMu-BuMaraya.

OcHOBHa 17€s1 CTAaTTi MOJSTa€e B TOMY, 1100 JIIOJU, SIKI MPALIOIOTh 3 JOMY,
MEIUYHI MpaliBHUKU 1 3BUYANHI KOPUCTYBadl NPUAUISUIM OUIbllle yBaru BIACHIN
Oe3rmeli B Mepexi.

ABTOp poOuth BHUCHOBOK, 1o COVID-19 nHamae MOXIUBICTH CTBOPUTH

Kpauly uudpoBy 1HPPacTpyKTypy.
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